
Eve’s Security and Compliance Overview

Our security promise: Eve’s data security commitment is on par with the legal professions’ exacting 
standards. Eve employs rigorous safeguards and compliance measures to ensure its confidentiality, integrity, 
and availability.

For more information, please access our full 
Security and Compliance overview here: 





If you have any questions - please reach out to .
security@eve.legal

All infrastructure used for the purposes of 
processing customer data resides within 
the United States. This includes Eve 
infrastructure, as well as the foundation 
model provider infrastructure.

Data Residency

Eve Security and 
Compliance

Eve's policies are vetted annually by 
independent audits. We continually seek 
new ways to improve data security.

We are proud to be SOC 2 Type 2 certified as of 2023, and one of first generative AI providers to 
achieve HIPAA compliance. We conduct a yearly, external audit to maintain our compliance. 

Our commitment to the future

We built Eve from the ground up to have no 
chance of leaking client data externally. 
Your data is isolated on multiple levels, 
even within your firm's platform.

Ground-Up Security Approach

Your data is yours. We don't use your data 
to train foundational models or re-train 
Eve's skills. Ever.

Zero-Retention API
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